AWIS ACCESS REQUEST FORM

(Please Print)

(SECTION 1: TYPE OF ACCESS REQUIRED)

APPLICATION:     AWARS____________   CADMSS_________For  DRWEB/User Registration log into

PERMISSION:   READ_____      READ/WRITE______                         https://namdrp.navair.navy.mil

JUSTIFICATION: _________________________________________________________________________

  ________________________________________________________________________________________

  ________________________________________________________________________________________

(SECTION 2: REQUESTER INFORMATION)  Government _________   Contractor ________

LAST NAME:___________________FIRST NAME:________________MD INT:____CODE:____________

RANK/GRADE:______________________UIC:_________________SPONSOR SUPPORTED:

EMAIL ADDRESS:________________________________________NAVAIR [ ]  NAVSEA [ ] OTHER [ ]

MAILING ADDRESS:______________________________________________________________________

_________________________________________________________________________________________

_________________________________________________________________________________________

_________________________________________________________________________________________

PHONE: COMM:__________________________ DSN:__________________WINDOWS VERSION:_____

PROGRAM/MISSILE SUPPORTED (e.g.  Amraam/Bombs/Guns&Ammo/Harm/Harpoon/Hellfire/JATO/







JSOW/Launchers/LGB/Maverick/Penguin/Phoenix/Pyro/Rockets







/Sidearm/Sidewinder/Slam/Sparrow/Targets/Tow/Walleye etc.)

 1._____________________  2.____________________  3.____________________  4.__________________

 5._____________________  6.____________________  7.____________________  8.__________________

 9._____________________ 10.____________________11.____________________12.__________________

13._____________________14.____________________15.____________________16.__________________

17._____________________18.____________________19.____________________20.__________________

APPLICANTS SIGNATURE:  ____________________________________________DATE:______________

SUPERVISOR/TPOC NAME:  _______________________________________________________________

__________________________________________________________________________________________

(SECTION 3: CONTRACTORS ONLY) 

CONTRACT #:__________________________________________EXPIRATION DATE:_______________

COMPANY NAME:______________________________________DATE FUNDS EXPIRE:_____________

COR NAME:____________________________________________COR ACTIVITY:___________________

COR PHONE:  COMM:___________________________________DSN:______________________________

FAX BOTH SHEETS TO:  CONNIE SORRELS   805 484-6229 or  DSN 893-6229

QUESTIONS CALL THE AWIS HELP DESK 805 484-6512 or DSN 893-6512

The following statements must be read and signed by the person who will be assigned the password:

(1)  "By my signature, I certify that I have read and agree to the following terms.  Failure to do so can result in denial of access to Federal Information Processing (FIP) resources.  If I have questions relative to Information Systems Security (INFOSYSSEC) at any time during my employment, it is my responsibility to contact the Information Systems Security Manager (ISSM)."

(2)  "I will not process classified information on FIP resources not specifically approved for this purpose and will report all inadvertent/unapproved classified processing to the Information Systems Security Office (ISSO) immediately so that the system may be sanitized." (e.g. 486/Penium)

(3)  "I will not duplicate copyrighted software without the express written permission of the author/distributor and will only use software on the FIP resources for which they are intended.  I understand I may be held personally accountable for software copyright violations that I commit."

(4)  "I will protect magnetic media and store it in accordance with requirements for the level of data which it stores and processes."

(5)  "I will protect passwords and dial-up telephone numbers from unauthorized access and will not share them with co-workers or other persons. I will change passwords at least annually or as required by the system operation procedures."

(6)  "I will not remove FIP resources from U. S. Government work spaces without express written permission."

(7)  "I will report all loss, theft, or damage to FIP resources." 

(8)  "I will not bring personally-owned FIP resources into U. S. Government work spaces without express written approval."

(9)  "I will not log into system and then allow another person to access FIP resources."

(10)  "I will abide by the following instructions:

         DOD Directive 5200.28 - Security Requirements for AIS's

         OPNAVINST 5239.2 - DON Automatic Data Processing Security Program

         NAVAIRINST 5239.2 - NASC Information Systems Security Program

         CSC-STD-002-85 - DOD of Defense Password Management Guideline

Date:                        Signature:

=========================================================================

(Internal use only)

Date Received:                                                                  Date/Whom Notification User:

Date Approved:                                                                 Systems Not Approved:

Date Implemented:

